

**Советы по безопасности:**

**•** Создайте список домашних правил интернета при участии детей.

**•** Приучите детей посещать строго те сайты, которые вы разрешили.

**•** Держите компьютеры с подключением к интернету в общих комнатах.

**•** Используйте средства блокирования нежелательного материала (например, MSN Premium’s Parental Controls) как дополнение — не замену — к родительскому контролю.

**•** Создайте семейный электронный ящик вместо того, чтобы позволять детям иметь собственные адреса.

**•** Научите детей советоваться с вами перед раскрытием информации через электронную почту, чаты, доски объявлений, регистрационные формы и личные профили.

**•** Научите детей не загружать программы, музыку или файлы без вашего разрешения.

**•** Используйте фильтры электронной почты для блокирования сообщений от конкретных людей или содержащих определенные слова или фразы.

**•** Не разрешайте детям этого возраста пользоваться службами мгновенного обмена сообщениями.

**•** Позволяйте детям заходить на детские сайты только с хорошей репутацией и контролируемым общением.

**•** Беседуйте с детьми об их друзьях в интернете и о том, чем они занимаются так, как если бы речь шла о друзьях в реальной жизни.

**•**Говорите с детьми о здоровой половой жизни, так как в интернете дети могут легко натолкнуться на порнографию или сайты «для взрослых».

**•** Приучите детей сообщать вам, если что-либо или кто-либо в Сети тревожит или угрожает им. Оставайтесь спокойными и напомните детям, что они в безопасности, если рассказали вам. Похвалите их и побуждайте подойти еще раз, если случай повторится.

**Поговорите с Вашими детьми.** Вы должны знать, какие сайты они посещают, с кем они общаются, что они любят смотреть и т.д.

**Обучите себя и поделитесь этими знаниями с Вашими детьми.** Очень важно знать о тех утилитах, которые Интернет предлагает детям, о рисках, которые они могут в себе нести, а также о том, как их можно избежать. **Установите правила для использования Интернета.** Вы должны установить четкие и понятные правила, которые описывают расписание выхода в Интернет, максимальную продолжительность работы в Интернете, а также способ его использования. И убедитесь, что Ваши дети следуют этим правилам.

**Запретите детям предоставлять конфиденциальную информацию.** Вы должны проинструктировать Ваших детей о том, что им нельзя предоставлять кому-либо в Интернете такие данные, как свои имя, адрес или фотографии.
 **Научите своих детей быть осторожными.** Зачастую в Интернете многие вещи выглядят не так, как они нам представляются. Научите Ваших детей быть осторожными и приучите их не делать ничего такого, что могло бы поставить под угрозу их безопасность и конфиденциальность.

 **Установите Panda Internet Security 2012.** Он защищает Вас от вирусов, шпионов, руткитов, хакеров, онлайн-мошенников, кражи персональных данных и других Интернет-угроз. Panda Internet Security 2012 содержит функцию Родительского контроля, которая обеспечивает Вашим детям безопасное использование Интернета. [**Скачайте Panda Internet Security 2012 с бесплатной лицензией на три месяца**](http://detionline.ru/PANDAIS12PROMO3M.exe).