**Безопасная работа в Интернет**

|  |  |
| --- | --- |
| Интернет в многом похож на реальную жизнь. Находить что-то новое, общаться с друзьями, обмениваться видеороликами и фотографиями и, возможно, заводить новые знакомства - здорово и интересно. НО, как и в реальной жизни, в Интернете нужно соблюдать простые правила, чтобы избежать многих опасностей, подстерегающих Вас в глобальной сети Интернет (программы-вирусы, хакерские атаки, злоумышленники). От них можно и нужно защищаться. | [http://gou160.ru/plugins/content/fboxbot/thumbs/internet-bezopasnost_220x190_85938ea28e736521b6c0fb69eb539f02.jpg](http://gou160.ru/images/stories/internet%20bezopasnost.jpg) |

**Правила работы в сети Интернет**

1. Не входите на незнакомые сайты.
2. Если к вам по почте пришел файл, даже от знакомого лица, прежде чем открыть, обязательно проверьте его на вирусы.
3. Если пришло незнакомое вложение, ни в коем случае не запускайте его, а лучше сразу удалите и очистите корзину.
4. Никогда не посылайте никому свой пароль.
5. Старайтесь использовать для паролей трудно запоминаемый набор цифр и букв.
6. При общении в Интернет не указывать свои личные данные, а использовать псевдоним (ник)
7. Без контроля взрослых ни в коем случае не встречаться с людьми, с которыми познакомились в сети Интернет.
8. Если в сети необходимо пройти регистрацию, то должны сделать ее так, чтобы в ней не было указано никакой личной информации.
9. Не всей той информации, которая размещена в Интернете, можно верить.
10. Не оставляйте без присмотра компьютер с важными сведениям на экране.
11. Опасайтесь подглядывания через плечо.
12. Не сохраняйте важные сведения на общедоступном компьютере.
13. Открыли что-то угрожающее — не бойтесь позвать на помощь
14. Читаете о себе неправду в Интернете — сообщите об этом своим родителям или опекунам
15. Нельзя рассылать самому спам и «информационную грязь»
16. Нельзя грубить, придираться, оказывать давление — вести себя невежливо и агрессивно
17. Никогда не распоряжайтесь деньгами вашей семьи без разрешения старших. Спросите родителей.

**Полезные ссылки**

[Интерактивный курс по Интернет-безопасности](http://www.microsoft.com/eesti/education/veebivend/koomiksid/rus/html/etusivu.htm)

На данном сайте представлены подготовленные совместно с Информационно-аналитическим ресурсом «Ваш личный Интернет» и Интернет-Университетом Информационных Технологий материалы для детей, их родителей и учителей — интерактивные сценарии, короткие тесты, готовые планы уроков, — благодаря которым дети смогут освоить основы безопасной работы в Интернете.

[ON-ляндия – безопасная веб-страна](http://www.onlandia.by/html/etusivu.htm)

На данном сайте представлены материалы для детей, их родителей и учителей — интерактивные сценарии, короткие тесты, готовые планы уроков, — благодаря которым дети смогут освоить основы безопасной работы в Интернете. На сайте предлагается понятная, применимая на практике информация по интернет-безопасности, изучив которую даже начинающие пользователи смогут эффективно использовать ресурсы сети и защитить себя от нежелательного контента.

[Webkinz — глобальная социальная сеть для детей](http://www.webkinz.com/ru_ru/)

Webkinz — глобальная социальная сеть для детей, которая полностью безопасна и предлагает возможность социальной адаптации к взрослой жизни. Участниками сообщества могут стать обладатели одноименных мягких игрушек, которые несут на себе секретный код для доступа на сайт.

[ГОГУЛЬ. Твой детский браузер](http://gogul.tv/about#1)

Чем Гогуль полезен вам, а главное – вашим детям? Гогуль – проводник в мир Интернета, специально разработанный для детей, их родителей и воспитателей. В недрах Интернета содержится огромный массив информации, способной оказать влияние – как позитивное, так и негативное – на становление личности ребенка. Интернет – своеобразное отражение окружающего нас мира, который богат сокровищами, но, увы, не избавлен от безобразий и уродств…

[«ТЫРНЕТ» Интернет-портал](http://www.tirnet.ru/)

Детский Интернет адаптирован для детей младшего возраста и их родителей, а также для подростков; он дает возможность не только играть, но и обучаться программированию в инновационной компьютерной среде Скретч; создавать компьютерные игры, ориентированные на самых маленьких пользователей; активно занимается проблемой качества компьютерных игр и сайтов для детей.Интерактивный курс по Интерент-безопасности.

Онлайновая игра [«Прогулка через дикий ИнтернетЛес»](http://www.wildwebwoods.org/popup.php?lang=ru)для учащихся начальной школы, созданная в рамках программы Совета Европы “Строим Европу для детей и вместе с детьми”

[Семейный комикс-сериал “Приключения Супер-Пифа”](http://comics.superpeif.com/index.html) расскажет о том, как обезопасить себя в интернете. Как оградить свою личную информацию от любопытных глаз, как уберечь свои пароли, файлы, почтовые ящики от недоброжелателей, как обезопасить “онлайн-финансы” от злоумышленников и проч.Простые ответы на обычные вопросы, с которыми обычные люди сталкиваются в своей онлайн-жизни чуть ли не каждый день.

[Мультфильм «Безопасный интернет»](http://www.youtube.com/watch?v=789j0eDglZQ&feature=youtu.be), который разработала студия Mozga.

[Презентация "Безопасность в Интернете"](http://gou160.ru/images/stories/InternetBezopasnost/bezopasnost_v_internete.ppt)

[Презентация "Негативные последствия использования Интернета"](http://gou160.ru/images/stories/InternetBezopasnost/internet_besopasnost_10a.ppt)